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Purpose and Outcomes

PURPOSE
To provide unique insights on the future of cloud cybersecurity based on FedRAMP’s unique perspective in government

OUTCOMES
• Understanding of FedRAMP and how it relates to you
• New insights on securing the tech systems of tomorrow
FedRAMP by the Numbers

We cover more than 5 million assets of the world’s largest cloud providers and 1/3 of the world’s internet traffic through our program.

**WE NOW OFFER**

4 security baselines so government can match security to risk:

- **HIGH** (421 controls)
- **LOW** (125 controls)
- **MODERATE** (325 controls)
- **LI SAAS** (38 controls)

150+ CSPs
100+ Agencies
40+ Auditors

$150+ million in ROI
Scope of FedRAMP

OVERSIGHT

Continuous Reviews

Proactive Remediation

87%
Response to Data Breach

Vendors impacted by Spectre / Meltdown

81%
FEDRAMP IS...?
We Look at Security Differently
LESSONS FROM THE PRESENT – NOT THE PAST
HOW SHOULD PEOPLE APPROACH SYSTEM SECURITY?
HOW SHOULD VENDORS BUILD THEIR SERVICE?
WHAT DO YOU SEE AS THE MAIN CHARACTERISTICS OF SECURE SYSTEMS?
WHAT ARE THE BIGGEST SECURITY GAPS YOU SEE?
BUT WAIT, ISN’T FEDRAMP ONLY FOR GOVERNMENT?
Apply What You Have Learned Today

• Next week you should:
  • Understand the rigor and requirements associated for vendors to achieve a FedRAMP Authorization

• In the first three months following this presentation you should:
  • Contact FedRAMP if your organization is interested in pursuing a FedRAMP Authorization

• Within six months you should:
  • Operationalize a plan that takes into account boundaries and controls to ensure sustained security with any service you acquire in the future for your system
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